
Network Security Assessment Exercise (NSAE)
SOLUTION SHEET

An NSAE involves our team working with your school to outline where there 
are vulnerabilities. At the end of the exercise, you will be provided with a 
detailed report detailing critical technical security aspects found in the exercise 
along with the survey and staff response data to help your staff understand 
their role in network security.

Network Security 
The network and server component of the NSAE will give us an understanding 
of the level of security around the server stack, systems, software, firmware, and 
credentials. We will also look at your back-up and recovery systems for when 
things do go wrong.

Account Security 
The NSAE will involve an audit of password best practice, multi-factor 
authentication methods and account accessibility. 

End User Security 
End users are often a school’s weakest link. During the exercise, we will undertake a 
staff survey and behavioural assessment exercises with staff directly to understand 
what kind of risks they are exposed to and their level of understanding of a 
potential security threat. Helping your staff understand their potential impact on 
network security is vital in keeping your systems secure.  

Included in an NSAE

• Network security assessment 

• Account security assessment

• End-user security assessment

• Staff survey and results

• Staff behaviour assessment 
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Organise an NSAE 
If you would like to find out more on our Network Security 
Assessment Exercises, please get in touch with our team by calling 
us on 0800 438 428 or visiting our website neweratech.com


